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COURSE DESCRIPTION

I. Catalog Description

CS 3800   Computer Networks (3)

Network architectures and standards. Layers and protocols. Circuit switching, packet switching and routing. Client-server concepts. Network security. Web programming.

Pre-requisite(s):  CS 2400 and CS 2640 with grades of C or better, or consent of instructor.


II. Expected Outcomes

On successful completion of this course, students will be able to:
· Gain an overall perspective of how network architectures are designed and built
· Gain a detailed understanding of prominent protocol examples at various levels in a layered protocol design
· Gain familiarity with recent computer network technologies
· Obtain hands-on experience with networking in the department's computing laboratories

Outcomes of this course will build student capacity in each of the following areas as defined by programmatic objectives for the computer science major.
· P-SLO 2:   An ability to analyze a problem, and identify and define the computing requirements appropriate to its solution.
· P-SLO 9:   An ability to use current techniques, skills, and tools necessary for computing practice.
· P-SLO 11: An ability to apply design and development principles in the construction of software systems of varying complexity.


III. Instructional Materials

Texts may vary with instructor and over time. Examples of possible texts include:
Larry L. Peterson and Bruce S. Davie, Computer Networks:  A Systems Approach, 5th Edition, Morgan Kaufmann Publishers, 2011.


IV. Minimum Student Material

Course textbooks


V. Minimum College Facilities

Computer laboratories, Blackboard, classroom with a projection system


VI. Course Outline

· Network Architectures—OSI and TCP/IP
· Layering and Protocols
· Bandwidth / Throughput
· Congestion Control
· LAN Construction and Ethernet
· Routing Algorithms
· Domain Name System (DNS)
· Network Layer
· Internet Protocol (IP)
· Physical Layer
· Data Link Layer
· Transport Layer
· TCP, UDP, and RPC
· Application Layer
· Packet Switching
· Cell Switching
· Cryptography
· Internetworking
· Authentication Protocols and Kerberos
· Electronic Mail (SMTP, POP, IMAP)
· World Wide Web (HTTP/CGI)
· Wireless Networks
· QoS 
· Security issues in computer networks


VII. Instructional Methods

· Lecture
· Problem-solving
· Discussion
· Project-based learning
· Programming projects


VIII. Evaluation of Outcomes

A. Student Assessment
     Homework assignments, Programming projects, Exams. 

B. Meaningful Writing Assignment
     Students shall produce written solutions or proofs to problems that are assigned as 
     homework and explain their reasoning. Students are required to write commentaries to 
     major program components of each programming project. 

C. A Matrix of Course Student Learning Outcomes vs Methods of Assessment
     If the course is being evaluated for accreditation purposes, approved department 
     accreditation assessment tools will additionally be utilized. 

	Course Learning Outcomes
	Methods of Assessment

	
	Homework Assignments
	Programming
Projects
	Exams

	Gain an overall perspective of how network architectures are designed and built
	x
	
	x

	Gain a detailed understanding of prominent protocol examples at various levels in a layered protocol design
	x
	x
	x

	Gain familiarity with recent computer network technologies
	x
	x
	x

	Obtain hands-on experience with networking in the department's computing laboratories
	
	x
	x




